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Shared Medium Frame Transmission

• A common means of improving a protocol’s 
performance is to shorten the possible collision 
period (vulnerable period) by introducing the 
constraints on packet transmission start time
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Shared Medium Frame Collisions

Fig (2.1) Four wireless node transmitting in shared medium with frame collisions
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Vulnerable Period

Fig (2.2) how to measure the vulnerable period [2] 
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MAC Protocol Classification

Fig (2.3) classifying depending on shared medium contention
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Multiple Access Mechanisms
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Fig (2.4) classifying depending on control mechanisms

By:  Dr. Abdussalam Baryun



Access Methods
Two different channel access methods (in MAC Protocols):
• Beacon-Enabled duty-cycled mode
• Non-Beacon Enabled mode (aka Beacon Disabled mode)

Fig (2.5) classifying depending on channel access and network beacon  
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Shared medium Problems

Fig (2.6)  Example of a wireless network of 4 nodes not receiving from all nodes 
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Hidden-terminal

• The hidden-terminal problem occurs when two 
(or more) terminals,  A and C, cannot detect each 
other’s transmissions (due to being outside of 
each other transmission range) but their 
transmission ranges are not disjoint. 

• As shown in Figure (2.6)  collision may occur, for 
example, when terminal A and C start 
transmitting toward the same receiver, terminal B 
in the figure, see also (2.7 a).
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Exposed-terminal

• The exposed-terminal problem results from 
situations in which a permissible transmission 
from a mobile station (sender) to another station 
has to be delayed due to the irrelevant 
transmission activity between two other mobile 
stations within sender’s transmission range. 

• As in Figure (2.7 b), B transmits to A, but C wants 
to transmit to D, so it delays while receiving from 
B.
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Link Layer Interference: Hidden and 
Exposed Stations

Fig (2.7)  The hidden and exposed problem Examples,  a) hidden station A from C,
b) exposed station C deferred transmission to D  
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This Course Focus on 

• ALOHA
• CSMA
• CSMA/CA
• TDMA

This presentation includes the three contention 
based.
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• Receiving acknowledgement for all transmissions.

• Reduce Collisions between senders, by reducing 

vulnerability period.

• Limit transmission start time to the beginning of 

discrete time slices (Slots).

• Listen before talking to avoid having a collision with an 

ongoing packet transmission. 

Improve the MAC protocol
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Contention based Medium Access

• Nodes may initiate transmissions at the same 
time.
– requires mechanisms to reduce the number of 

collisions and to recover from collisions

Using ALOHA techniques and CSMA techniques
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Aloha

• uses acknowledgments to confirm the success 
of a broadcast data transmission.

• allows nodes to access the medium 
immediately.

• addresses collisions with approaches such as 
exponential back-off to increase the likelihood 
of successful transmissions!
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Nodes  A, B, C, D, and E are all receiving from all network nodes

Fig (2.8) 



Fig (2.9) Pure ALOHA procedure [1] 
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Slotted- Aloha

• requires that a station may commence 
transmission only at predefined points in time 
(the beginning of a time slot).

• increases the efficiency of ALOHA!
• introduces the need for synchronization 

among nodes.
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Slotted Aloha frames from the network nodes at slotted times
All nodes A, B, C, D, and E are receiving from all network nodes

Fig (2.10) 



Comparing packet arrivals and 
departures

Fig (2.11) 



Questions

• Make the procedure for slotted ALOHA? 
• Compare between pure and slotted ALOHA?
• What is the vulnerability period for both 

ALOHA protocols?
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• A station holding a packet that must be 
retransmitted is said to be backlogged. After 
too many failures, the link is declared down 
and transmission is aborted.



Questions and Answers [1]
Q1-
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Questions and Answers [1]
Q2-
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